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	This advice is not to be applied to school councils or cemetery trusts. 
Any questions relating to school council’s or cemetery trusts reporting obligations, should be directed to the respective portfolio Department in the first instance.



Under the Privacy and Data Protection Act 2014 (Vic) (PDP Act), Victorian Public Sector organisations are required to:
undertake a Security Risk Profile Assessment (SRPA); and
develop, implement and maintain a Protective Data Security Plan (PDSP).
[bookmark: _GoBack]In some instances, an organisation (primary organisation) may submit a consolidated PDSP and provide an attestation on its own behalf, and on behalf of, one or more public sector agencies or bodies (subsidiary organisations). 

The following PDSP submission workflow can be used by organisations trying to decide which reporting option to adopt.
For more information on this process refer to the Information Sheet: Multiple Organisation Protective Data Security Plan available under the VPDSF resources section of the OVIC website. 
[image: 2056_OVIC_Logo_v6]	INFORMATION FOR
	THE PUBLIC/AGENCIES
		1300 00 6842 | ovic.vic.gov.au
[image: gradient%20line_thin]
Document Title
Document Subtitle




[image: tagline_factsheet]
February 2020 – Version 1.0
[image: tagline_factsheet]
[image: ]

Freedom of Information | Privacy | Data Protection       2
image3.png




image5.emf



Start



Organisations consult with one another to determine 
whether a Multi-Org PDSP submission is appropriate



Outcome: 
Consultation process confirms:



1.	 similarities across each organisations risk profile and security practices,
2.	 each organisations intention to be included on the Multi-Org PDSP, and
3.	 the nomination of a PRIMARY ORG to facilitate the Multi-Org PDSP  



submission to OVIC



Each organisation must monitor for changes, 
and if required, update their:



1.	 SRPA;
2.	 PDSP; and
3.	 any local work plans



Organisation consults with OVIC on how to 
manage out of cycle reporting requirements



Organisation submits amended PDSP to OVIC



Organisation continues to monitor 
their security program and report as 
per standard reporting cycle



Organisation undertakes a SRPA



Organisation develops a PDSP



Organisation submits a copy of 
their PDSP to OVIC by August 31st



At least 3 months prior to the reporting deadline (August 2020) the PRIMARY ORG sends a ‘Multi-Org 
request’ to security@ovic.vic.gov.au, outlining their intention to complete a Multi-Org PDSP on behalf of 
themselves, and nominated subsidiary organisations



OVIC prepares and sends a VPDSS Multi-Org reporting pack to the PRIMARY ORG.



This pack includes: 



•	 Multi-Org PDSP template
•	 Organisational Profile Assessment (OPA) template to be completedfor each subsidiary organisation
•	 Requirement for PRIMARY ORG to have each entity document their own local work plan
•	 List of nominated subsidiary organisation(s) to be included on the Multi-Org PDSP



OVIC sends an email to both PRIMARY ORG and all subsidiary organisation(s):



1.	 Advising all parties that OVIC has received notification from the PRIMARY ORG intending to submit a  
Multi-Org PDSP on behalf of each subsidiary organisation; and 



2.	 Requesting acknowledgement from each subsidiary organisation



PRIMARY ORG, in consultation with each subsidiary organisation, completes the OPA(s) and Multi-Org PDSP 



Each organisation must 
undertake an SRPA  
(at least annually)



PRIMARY ORG consults with all nominated organisations to confirm the responses on the PDSP reflect the most 
common status of the PRIMARY ORG and all subsidiary organisation(s) information security risks and practices



The Multi-Org PDSP is signed off by the authorised person of the PRIMARY ORG



The PRIMARY ORG:



1.	 Submits copy of the multi-org PDSP to OVIC
2.	 Provides a copy of the Multi-Org PDSP to all subsidiary organisations



Outcome: 



The consultation process concludes 
that a Multi-Org PDSP is not 
appropriate for these entities 



Each organisation must complete 
and submit their own PDSP



Do all the organisations have:



1.	 Similar risk profiles; and
2.	 Security practices (systems, 



services and functions)?



Does your organisation 
intend on being included 



in a Multi-Org PDSP?



Has the organisation 
experienced 



significant change?



Yes



Yes



Yes



No



No



No
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