The Forum -
The initial forum will be held on Wednesday the 14th of December from 1 - 3pm. The
forum will include a chance for you to meet the Data Protection team & collaborate

with like agencies at a FREE afternoon tea hosted by CPDP.

Victorian
Information
Security
Network
(VISN)

The Data Protection Branch is pleased to present the inaugural forum for the
Victorian Information Security Network (VISN).

RESERVE YOUR TICKET NOW! Spaces are limited!
Simply navigate to https://www.trybooking.com/245239 to book your ticket or
email security@cpdp.vic.gov.au with attendees hames & contact details.

SESSION&  TopIC
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Session 1
1.00 - 1.45pm

An introduction to the Victorian Protective Data Security
Framework
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The VISN will act as an important engagement and collaboration tool, designed
to promote good protective data security hygiene via the uptake of the

Victorian Protective Data Security Framework (VPDSF).
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Break Break for 1/2 hour free afternoon tea
1.45 - 2.15 pm This break provides a great networking opportunity for you to
meet the Data Protection Branch & collaborate with other agencies

ime: 1 - 3pm

Session 2 Help build your ideal Victorian Information Security Network
2.15 - 3pm

Exhibition St,
Melbourne, 3001

The Data Protection Branch is seeking to collaborate & gain
insight & input from you to help build the new Victorian
Information Security Network (VISN). This session seeks to -
e Determine the membership of the network
e Understand what you want from the VISN
e Gain an insight into how you would like to see the
VISN operate both now & in the future
e |nput into & help develop the VISN Charter & Terms of
Reference (TOR) - Ensuring this reflects your requirements
& supports your business needs
e Help frame important messages to encourage participation

Who should attend?

The VPDSF seeks to establish security as a natural element of organisational culture,
requiring all personnel take a shared responsibility in embedding security into
day-to-day business practices. To help foster this positive security culture,
stakeholders from each of the following workgroups are encouraged to attend -

* Governance (strategic & policy) * Records / Information Management across your business. This includes works units who
* HR Managers * Facility Managers haven't traditionally been engaged in protective data
* Legal * ICT Managers security activities & programs

* Financial (contracts & procurement)
Questions? Contact the Data Protection Branch on 8684 16460 or email security@cpdp.vic.gov.au




